From: The News @ OU [mailto:thenews@oakland.edu] 
Sent: Thursday, June 19, 2008 11:50 AM
To: All OU faculty and staff
Subject: Google Transition Tip #1: E-mail Security
Faculty and staff members, 
 
As you know, in August we will be transitioning your e-mail account to the new Webmail Powered by Google system, which OU students have been enjoying since April. Full details were posted last month on OU's News Web site (http://www4.oakland.edu/view_news.aspx?sid=34&id=4676). 
 
To help you understand this transition, we will be sending weekly tips related to Webmail Powered by Google.
 
This week, the topic is the security of your e-mails on the Google system. Rumors abound that Google “reads” its subscribers’ e-mails. This is simply untrue. In the public version of Gmail, when an e-mail message is opened, ad software scans the text on the screen for keywords, and displays related advertisements on the page. (Regardless, OU’s Webmail Powered by Google will not display advertisements alongside your e-mails, so your words will not be subject to this process.) 

Similar software scans e-mails for virus protection and junk mail filtering. This process is completely mechanized and is used by Oakland University to scan e-mails on our servers as well.  
 
While we can assure you that your new Webmail Powered by Google account will be as secure as your current Oakland University account, please remember that as a state employee all of your e-mails -- whether they reside on OU’s servers or Google’s -- are subject to the Freedom of Information Act (FOIA), subpoenas, the Patriot Act, and other laws that allow public, legal, and government access to the information they contain. 
 
I encourage you to review the information posted at http://www4.oakland.edu/view_news.aspx?sid=34&id=4676. If you have questions that are not answered there, feel free to contact the UTS Helpdesk at helpdesk@oakland.edu or (248) 370-HELP. 
 
Theresa Rowe
Chief Information Officer
University Technology Services
